Information Technology Update

Upgraded images and applications in 5 labs

Rolling out new software and operating system patches across the campus for staff machines
Rolling out new version of Antivirus application to all systems — rolling upgrade

Added additional wireless access points

Continuing network infrastructure upgrades in areas with older network equipment

Provided quotes for several areas for additional laptops and carts on wheels (COWS) for grants
and one-time funding

Receiving tech refresh orders — replacing 22 projectors and 500 computers over the summer
No additional IT projects can be completed over the summer

New 48 station computer lab being built — furniture and PC orders processed

GYM renovation — met with the electrical engineers and contractors to discuss the data cabling
for security cameras and building infrastructure

Admin building power — worked with M&O to ensure the Admin building is properly fed from
generator. Also moved all network and information systems onto protected power circuits
Working closely with DAC IT to adapt to new security measures needed to keep systems and
data secure — Milton security to identify potential bots

No existing template for faculty web pages

New Library system — no CashNet payments available for students to pay late fees through the
Library system

New upcoming Adobe Single Sign On (SSO) creating issues for labs and user experiences —
working with Adobe on a resolution

Technology Master Plan — Just received the input sheets from the Planning Retreat and will
incorporate input (not all) into the Technology Master Plan

EMV readers (credit card readers in SBO) are set to be installed in June

DAC is requesting that all computer orders be entered no later than April 1 next year to provide
adequate time to purchase

Blocked over 750,000 threat attacks and over 116,000 attempts to malicious websites in April
Blocked many more threats with antivirus application and spam filter

Completed 305 work orders



