Information Technology Update

Upgraded images and applications in 8 labs

Rolling out new software and operating system patches across the campus for staff machines
Updated 3 mobile computer labs with new OS and applications

Rolling out new version of Antivirus application to all systems — rolling upgrade

Cafeteria Audio Visual installation punch list completed

All wireless access points have been converted to new controllers — provides greater security
and failover

New networks are being created to provide greater security to provide greater security and
lockdown access to sensitive systems to only include authorized users

Replaced the network switch in GPS to provide connectivity for International Students
Continuing network infrastructure upgrades in areas with older network equipment
Continuing the expansion of wireless coverage, but has been a slow process

Providing quotes for several areas for additional laptops and carts on wheels (COWS) for grants
and one-time funding

Working closely with DAC IT to adapt to new security measures needed to keep systems and
data secure

Blocked 52500 threat attacks in January

Blocked 59300 attempts to malicious websites

Completed 305 work orders

New computer lab is being built in T-211 and should be ready in a few weeks.



