
F/T CAP - IT Update 

Since we last met, IT has been busy working on new projects, refreshing equipment, and keeping 

existing technology functional.  The following list is a summary of projects and other items completed by 

IT: 

 Updated campus servers with latest security patches 

 Completed the migration of all non-faculty staff to Exchange Online 

 Full-time faculty migration to Exchange Online beginning this month 

 Refreshed several faculty and staff computers 

 Updated campus firewall with latest protections 

 Installed new printers in T-205 lab 

 Installed new smart classroom in AA-115 

 Installed replacement Ricoh devices in multiple areas 

 Additional updates and applications added to LMC-121, LMC-138, LMC-139, T-217, and T-205 
lab images and deployed fresh images 

 Increased security measures within Active Directory to limit exposure to unauthorized elevation 
of privileges 

 Updated the wireless controller software and all wireless access point firmware to protect 
against vulnerabilities and add feature and capabilities 

 Created new mobile computer lab with a total of 30 new laptops AC-205 

 Updated the campus anti-virus and anti-malware applications to protect against 
new viruses and vulnerabilities 

 Blocked over 63,000 vulnerability attacks in October 

 Blocked 131,000 user attempts to access malicious websites in October 

 Completed 400 work orders in October 

 


